Reading and Thinking

Facial-recognition technology

Faces communicate feelings. They can tell people if we are happy, sad, or confused. Faces have another use, too. Your face can identify you. It is unique, like a fingerprint. Unless you have an identical twin, there is no one else in the world with your face. Now, organizations are using your face for many different purposes. This could be very helpful, but some people have concerns about using faces for identification. 

    Today, computer software can recognize faces. Just like fingers, faces have unique features that we can measure. For example, every face has high points and low points. There are high points such as your cheeks or your nose and low points such as the space between your nose and your cheek. Facial-recognition technology measures the distances between these points. The software saves these measurements in a database(数据库) as a code. Each code represents a particular face. The software can take the code of any new face -- for example, a person in a crowd -- and match it to the codes for faces that are already in the database. If the codes match, it’s probably the same person. 

    One use of facial-recognition technology is in police work. Police departments use facial-recognition databases to identify people just like they use collections of fingerprints. For example, police used this technology after September 11, 2001, at a large sports event in Tampa Bay, Florida, to look for terrorists. In this case, the police analyzed the data from the facial-recognition technology and found that there were no terrorists at the game. Another use is for preventing identity theft. One company is developing software for banks. Banks will use a customer’s “faceprint” for identification instead of a PIN or ID card, which are easy to steal. This way, it will be difficult for identity thieves to pretend that they are bank customers. 

    Not everyone is happy with these developments. Many people feel that facial-recognition technology can be an invasion of privacy. For example, advertisers are using the technology to analyze people’s faces. When people walk by an outdoor ad -- for example, in a shopping area -- the sign takes their picture. It analyzes the picture and then suggests products for these people to buy, such as makeup. People have another concern: A stranger may take your picture without your knowledge. This person can then use the technology to match this photo of you to one on a social media Web site. These sites often have personal information about you such as your age, your interests, and even your address. Naturally, people are concerned about this. No one wants a stranger who takes their photo in a public place to find out detailed facts about them.

Does facial-recognition technology provide important benefits or problems? Experts hope that we will find ways to limit the risks of the technology. It’s possible that as the new technology develops, we will need new laws to protect people. In the meantime, experts have a suggestion: Simply tilt your head 15 degrees to the side when someone takes your picture. Facial-recognition doesn’t work on faces in this position!

